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Use the email template below to announce the rollout of Vade Secure for Microsoft 365 to a new client. 

--

Hello,

Email remains the #1 attack vector overall and Microsoft 365 users specifically are facing an increase in the volume and sophistication of attacks. As such, a key initiative for <MSP> has been evaluating email security products to strengthen the protection of <client>’s Microsoft 365 environment and business. 
[bookmark: _GoBack]
To that end, we are rolling out a new solution called Vade Secure for Microsoft 365. 

[image: ]Vade Secure is one of the most effective products available because it uses Artificial Intelligence (AI) to scan emails, links, and attachments for phishing, spear phishing, malware, ransomware, and old-fashioned spam. Based on our internal tests, we have seen a significant improvement in catch rate—and Vade’s AI engine will continue to learn and improve over time. 

As an end user, you will not be aware of Vade Secure most of the time. There are a few scenarios, like Vade’s time-of-click URL scanning, when you will notice the service running. These are described below. Otherwise, threats that are dangerous (e.g. ransomware) are deleted automatically and other email will be moved to the Outlook Junk folder or other low priority mail folders, as described below. 

There are a few other important points about Vade Secure that you should be aware of:

· Phishing warning page – If you click on a URL that Vade identifies as phishing, the product will display the following warning page to prevent you from accessing the malicious page. 

[delete and replace image with <MSP> customized phishing warning page]
[image: ]
· Spear phishing warning banner – If an email comes through that is likely an impersonation attempt, you will see this banner in the message alerting you that it’s suspicious.  
[delete and replace image with <MSP> customized spear phishing banner]
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· Graymail folders – Gmail users are already familiar with folders for low-priority emails. Vade brings this concept to Microsoft 365, adding four graymail folders: Newsletters, Purchase, Social, and Travel. 

[image: ]

· Outlook Junk and Phishing buttons – You can help improve Vade’s filter accuracy by reporting suspicious emails using the Outlook Junk and Phishing buttons. These buttons are available by default in the Outlook web client and can be enabled via the Report Message add-in for the desktop client. 

[image: ]

You will begin experiencing the benefits of Vade Secure very soon. If at any point you have questions, please don’t hesitate to reach out. 

Thanks,
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This is a message from your IT Department. This page has been blocked because it is
phishing. Contact your support team for any question: it-support@mycompany.com

Company
Name

The web page has been identified as PHISHING.

Phishing is the attempt to acquire sensitive information such as usernames, passwords, and credit
card details (and sometimes, indirectly, money) often for malicious reasons. We advise you do not
visit the page.

Proceed to web page with caution

The IT Department
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This email could be a spoofing attempt.
Company

Please make sure you know the sender before taking any Name
action. If in doubt, please contact your IT department.
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