[bookmark: _GoBack]Email 3
Subject: Control who has access to your business data
Preheader: 81% of all hacking-related breaches  use comprised credentials. Stop them in their tracks!
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			81% of all hacking-related breaches use compromised credentials. 
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	I’m sure you agree that small businesses need to ensure that only authorized users have access to business information – whether they are in the office, on a mobile device, or working remotely. Microsoft 365 Business includes built-in, easy to use access controls that help: 
1. Double check employee identities before granting access
1. Show exactly who is accessing your data
1. Keep user credentials safe
1. Prevent non-compliant devices from accessing your systems
<<Partner Name>> can help you evaluate and implement Microsoft 365 Business enterprise-class access controls to keep the bad guys out and keep your data and networks safe. 
Contact me today at << phone and/or email >> to learn more about how we can help get you set up with the right solution for your business. Or click here to learn more about our security offerings for Microsoft 365 Business.




		GET STARTED TODAY  >
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This email and any offers contained herein are brought to you by <<partner>>. 
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<<Notice to partners: Read and delete this note before sending.>> Microsoft provides this material for partners’ convenience and informational purposes only. You may not change any of the claims made about Microsoft devices and services and must follow all Microsoft trademark guidelines. Consult with your own attorney to ensure you follow all applicable laws, including any anti-spam laws.
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